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NIS2 autorisatieAANVRAAG
Deze aanvraag betreft de toelating om NIS2-gerelateerde verificaties en/of certificaties uit te voeren in België, zoals bepaald in de Belgische NIS2-wet van 26 april 2024 en het Koninklijk Besluit van 09 juni 2024.
De autorisatie wordt gedefinieerd door 
· Een conformiteitsbeoordelingsinstantie die is gevestigd in een land waar de NIS2-richtlijn van toepassing is, en aan haar juridische entiteit waaraan de autorisatie is verleend;
· Het accreditatie toepassingsgebied voor de domeinen en sectoren waarop de autorisatie van toepassing is;
· De wettelijk bindende verklaring om de verplichtingen van het schema en de NIS2 wet toe te passen.
Alle bepalingen zoals opgenomen in de autorisatievoorwaarden gepubliceerd op ‘www.cyfun.eu’ zijn van toepassing.
IDENTIFICATIE VAN de conformiteisbeoordelingsinstantie
1. De conformiteitsbeoordelingsinstantie
Identificatie van de conformiteitsbeoordelingsinstantie (CAB) die de autorisatie aanvraagt

	Naam van de CAB
	



Alleen voor gebruik door het CCB

	ID-nummer
	     




1.1. De hierboven genoemde conformiteitsbeoordelingsinstantie heeft een eigen rechtspersoonlijkheid (wanneer niet van toepassing, ga naar 1.2)

	Adres van het 
hoofdkantoor *
	     
     
     

	Juridische status * 








	[bookmark: Text62]     

	Ondernemingsnummer *(1)





	     

	Internetsite *



	     

	E-mailadres bedrijf *
	     



(1) Alleen voor in België gevestigde instellingen
* Deze gegevens worden openbaar gemaakt op de CCB-website.

1.2. De conformiteitsbeoordelingsinstantie heeft geen eigen rechtspersoonlijkheid, maar opereert onder de wettelijke verantwoordelijkheid van een moederorganisatie 
(wanneer niet van toepassing, ga naar 1.1)

	Naam van de moederorganisatie *
	     

	Adres van 
het hoofdkantoor *
	     
     
     

	Juridische status * 
	     

	Ondernemingsnummer *(2)
	     

	Internetsite *
	     

	E-mailadres bedrijf *
	     



(2) Alleen voor in België gevestigde instellingen
* Deze gegevens worden openbaar gemaakt op de CCB-website.



GEVRAAGDE AUTORISATIE DOMEIN
1. Gevraagde conformiteitsbeoordelingsmethoden.

	
	Verificatie
	Certificatie

	
	BASIS
	BELANGRIJK
	ESSENTIEEL

	CyberFundamentals (CyFun®)
	|_|
	|_|
	|_|

	ISO/IEC 27001
	
	|_|

	Andere:
	

	Specifieer a.u.b.
	|_|
	|_|
	|_|



2. Accreditatie-informatie
Autorisatie is gebaseerd op accreditatie. De CAB is geaccrediteerd volgens onderstaand schema door een NAB waarvan de informatie is ingevuld in de tabel hieronder. Een geldig accreditatiecertificaat wordt aan deze aanvraag toegevoegd. Een link of het document wordt door de CAB verstrekt.

	Schema
	NAB
	Accreditatie N°

	CyFun®
	     
	     

	ISO/IEC 27001
	     
	     

	Andere
	

	[bookmark: Text1]Specifieer a.u.b.
onder ISO/IEC 17029 accreditatie
	     
	     

	Specifieer a.u.b.
onder ISO/IEC 17021-1 accreditatie
	     
	     





3. Autorisatie sectoren
Het CAB vraagt toelating in de hieronder geselecteerde clusters en moet het nodige objectieve bewijs kunnen leveren om bekwaamheid aan te tonen*:

	Cluster
	IAF-code
	
	Beschrijving economische sector / activiteit

	Productie/producten
	Alle andere
	|_|
	

	Transport
	31
	|_|
	Transport, opslag en communicatie

	Levering
	25
	|_|
	Stroomvoorziening

	
	26
	|_|
	Gasvoorziening

	
	27
	|_|
	Watervoorziening

	Diensten
	34
	|_|
	Ingenieursdiensten

	
	32
	|_|
	Financiële bemiddeling, onroerend goed, huren

	
	35
	|_|
	Andere diensten

	
	36
	|_|
	Openbaar bestuur

	
	37
	|_|
	Onderwijs

	
	38
	|_|
	Gezondheidszorg en sociale diensten

	
	39
	|_|
	Andere sociale diensten

	Informatietechnologie
	33
	|_|
	Informatietechnologie

	Nucleair
	11
	|_|
	Nucleaire brandstof

	Ruimtevaart
	21
	|_|
	Ruimtevaart



* Gedetailleerde informatie over competentievereisten is te vinden in de laatste versie van het CyFun® Conformiteitsbeoordelingsschema (beschikbaar op www.cyfun.eu) of voor andere schema's, naargelang van toepassing, in de meest recente versie van ISO/IEC 17029 en ISO/IEC 17021-1.

Clusters worden gedefinieerd door IAF ID1 (beschikbaar op www.iaf.nu). Dit document koppelt NACE-codes aan IAF-codes.

Als de clusters niet zijn gedefinieerd in het toepassingsgebied van de accreditatie, moet de entiteit het bewijsmateriaal samen met de autorisatieaanvraag indienen.


VERKLARING
De wettelijke vertegenwoordiger verklaart akkoord te gaan met de verplichtingen die zijn vastgelegd in het accreditatieschema en de wettelijke vereisten van de NIS2 wet. Het versturen van deze aanvraag naar het CCB via het e-mailadres certification@ccb.belgium.be staat gelijk aan een formele ondertekening van de volgende verklaring en is een wettelijk bindende overeenkomst:

	Naam
	     

	Functie
	     

	Vertegenwoordigen
	     

	Handtekening
	     

	Datum waarop het aanvraagformulier is ingevuld/bijgewerkt
	     



Ter informatie volgt hieronder een samenvatting van de erkenningsvoorwaarden (Ref. Art 14 & Art 15 KB NIS2 van 09 juni 2024). 
Alle details zijn beschikbaar in het document ‘Autorisatievoorwaarden voor CABs’ dat gepubliceerd is op www.cyfun.eu.
CyberFundamentals geaccrediteerde CABs
· De CAB gebruikt het systeem zonder beperkingen of toevoegingen en werkt samen met de eigenaar van het systeem.
· De CAB volgt de bepalingen zoals die zijn opgenomen in het CyberFundamentals conformiteitsbeoordelingschema.
· De CAB dient jaarlijks een verslag in bij het CCB met de volgende gegevens:
· Voor CABs die werken voor betrouwbaarheidsniveaus 'Basic' en 'Important'.
· Lijst van verificatieverklaringen + contact  
· Lijst van geweigerde claims
· Klachten (ontvangen, behandeld)
· Beroepen (ontvangen, behandeld)
· Herziene verificatieverklaringen
· Voor CABs die werken voor betrouwbaarheidsniveau 'Essentieel'.
· Lijst van actieve certificaten + naam van entiteiten + registratienummer bedrijf (indien beschikbaar) + contactpersoon  
· Lijst van geweigerde of ingetrokken certificeringen
· Lijst van certificaten die momenteel zijn geschorst
· Klachten (ontvangen, behandeld)
· Beroepen (ontvangen, behandeld)
· Deze autorisatieaanvraag zal worden vergezeld van een procedure die uitlegt hoe de certificatie-instelling (CAB) ervoor zorgt dat het toepassingsgebied van de audit of certificatie volledig duidelijk is vóór de start van de verificatie of certificatie.
Deze procedure moet nazien dat de conformiteitsbeoordeling betrekking heeft op de hele organisatie, behalve wanneer IT- en OT‑omgevingen fysiek of technisch van elkaar gescheiden zijn.

Als er zo’n scheiding bestaat, moet dat:
· Duidelijk gedocumenteerd zijn;
· Aantonen dat de uitgesloten omgevingen geen invloed hebben op de risico’s van de omgeving die wél in scope zit.
In alle gevallen moet deze afbakening helder worden vermeld in het toepassingsgebied van de conformiteitsbeoordeling.
· De CAB geeft het CCB de toestemming om details op te vragen bij de NAB over de accreditatie van de CAB ter ondersteuning van de autorisatiebeslissing van het CCB.
· De CAB werkt mee aan alle verzoeken van het CCB met betrekking tot de verificatie- of certificeringsactiviteiten.

ISO/IEC 27001-geaccrediteerde CABs
· De CAB dient jaarlijks een verslag in bij het CCB met de volgende gegevens:
· Lijst van actieve ISO 27001-certificaten in een NIS2-context + naam van entiteiten + bedrijfsregistratienummer (indien beschikbaar) + contactpersoon  
· Lijst van geweigerde of ingetrokken certificeringen
· Lijst van certificaten die momenteel zijn geschorst
· Klachten (ontvangen, behandeld)
· Beroepen (ontvangen, behandeld)
· De CAB zal elk ISO/IEC 27001 certificaat en de daaraan verbonden toepasselijkheidsverklaring dat werd verleend in een NIS2 context opladen in het gegevensbestand van het CCB (Ref. Art 22 KB NIS2 van 09 juni 2024).
· Deze autorisatieaanvraag zal worden vergezeld van een procedure die uitlegt hoe de certificatie-instelling (CAB) ervoor zorgt dat het toepassingsgebied van de audit of certificatie volledig duidelijk is vóór de start van de verificatie of certificatie.
Deze procedure moet nazien dat de conformiteitsbeoordeling betrekking heeft op de hele organisatie, behalve wanneer IT- en OT‑omgevingen fysiek of technisch van elkaar gescheiden zijn.

Als er zo’n scheiding bestaat, moet dat:
· Duidelijk gedocumenteerd zijn;
· Aantonen dat de uitgesloten omgevingen geen invloed hebben op de risico’s van de omgeving die wél in scope zit.
In alle gevallen moet deze afbakening helder worden vermeld in het toepassingsgebied van de conformiteitsbeoordeling.
· Deze autorisatieaanvraag zal worden vergezeld van een procedure die garandeert dat de verklaring van toepasselijkheid (Statement of Applicability – SoA) aantoont dat de organisatie cyberbeveiligingsmaatregelen implementeert die aantoonbaar gelijkwaardig zijn aan de maatregelen uit de 
CyFun® zekerheidsniveaus Basis, Belangrijk of Essentieel.
Welk zekerheidsniveau van toepassing is, wordt bepaald op basis van de risicoanalyse van de entiteit. Hiervoor wordt bij voorkeur de CyFun® Selection Tool gebruikt.
· De CAB verleent het CCB de bevoegdheid om details op te vragen bij de NAB over de accreditatie van de CAB om de autorisatiebeslissing van het CCB te ondersteunen.
· De CAB werkt mee aan alle verzoeken van het CCB met betrekking tot de certificeringsactiviteiten.



CABs geaccrediteerd volgens andere IT/OT-gerelateerde normen
· Het CAB dient jaarlijks een verslag in bij het CCB met de volgende gegevens:
· Voor CABs geaccrediteerd volgens ISO/IEC 17029
· Lijst van verificatieverklaringen in een NIS2-context + contactpersoon    
· Lijst van geweigerde claims
· Klachten (ontvangen, behandeld)
· Beroepen (ontvangen, behandeld)
· Herziene verificatieverklaringen
· Voor CABs geaccrediteerd volgens ISO/IEC 17021-1
· Lijst van actieve certificaten in een NIS2-context + naam van entiteiten + bedrijfsregistratienummer (indien beschikbaar) + contactpersoon  
· Lijst van geweigerde of ingetrokken certificeringen
· Lijst van certificaten die momenteel zijn geschorst
· Klachten (ontvangen, behandeld)
· Beroepen (ontvangen, behandeld)
· De CAB zal elk certificaat en de daaraan verbonden informatie dat werd verleend in een NIS2 context opladen in het gegevensbestand van het CCB.
· Deze autorisatieaanvraag zal worden vergezeld van een procedure die uitlegt hoe de conformiteitsbeoordelingsinstelling (CAB) ervoor zorgt dat het toepassingsgebied van de conformiteitsbeoordeling volledig duidelijk is vóór de start van de conformiteitsbeoordeling.
Deze procedure moet nazien dat de conformiteitsbeoordeling betrekking heeft op de hele organisatie, behalve wanneer IT- en OT‑omgevingen fysiek of technisch van elkaar gescheiden zijn.

Als er zo’n scheiding bestaat, moet dat:
· Duidelijk gedocumenteerd zijn;
· Aantonen dat de uitgesloten omgevingen geen invloed hebben op de risico’s van de omgeving die wél in scope zit.
In alle gevallen moet deze afbakening helder worden vermeld in het toepassingsgebied van de conformiteitsbeoordeling.
· Deze autorisatieaanvraag zal worden vergezeld van een procedure die garandeert dat de verklaring van toepasselijkheid (Statement of Applicability – SoA) of elk gelijkwaardig document aantoont dat de organisatie cyberbeveiligingsmaatregelen implementeert die aantoonbaar gelijkwaardig zijn aan de maatregelen uit de CyFun® zekerheidsniveaus Basis, Belangrijk of Essentieel.
Welk zekerheidsniveau van toepassing is, wordt bepaald op basis van de risicoanalyse van de entiteit. Hiervoor wordt bij voorkeur de CyFun® Selection Tool gebruikt.
· De CAB verleent het CCB de bevoegdheid om details op te vragen bij de NAB over de accreditatie van de CAB ter ondersteuning van de vergunningsbeslissing van het CCB.
· De CAB werkt mee aan alle verzoeken van het CCB met betrekking tot de verificatie- of certificeringsactiviteiten.
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